
Accelerating 
cybersecurity maturity 
with Perimeta for 365

In the dynamic field of cybersecurity, organisations worldwide face continuous challenges. A 
notable initiative in Western Australia (WA) aimed to bolster the cybersecurity posture of public 
sector agencies through the Essential Eight (E8) maturity model. In this context, oobe became a 
key partner, showcasing its ability to deliver rapid and effective cybersecurity improvements. 
This case study details the challenges, solutions, and impactful results of deploying oobe’s 
Perimeta for 365 platform.

Challenge 

Essential Eight maturity mandates

To enhance cyber resilience against threats, a 
directive was issued in WA for public sector 
agencies to achieve at least level 1 maturity 
in the Essential Eight model within two years. 
This initiative focused on implementing 
fundamental cybersecurity mitigation 
strategies. An audit was scheduled midway 
to evaluate progress. Faced with the need for 
quick advancements in their Microsoft 365 
(M365) environment, a leading agency 
sought an efficient solution to improve its 
security posture swiftly.

Solution 

Rapid deployment of Perimeta 
for 365

In response to the call for 
assistance in December 2023, 
Fujitsu displayed remarkable 
agility and expertise. A Statement 
of Work was promptly signed, and 
a dedicated team was mobilised to 
integrate the agency with Perimeta 
for 365, oobe's bespoke security 
solution for the M365 ecosystem. 
The project commenced the 
following week, aligning with the 
agency's preparedness.
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Outcomes
Implementation and results: Quick security enhancement before the audit

The expedited rollout of Perimeta for 365 enabled the agency to see how to activate the 
enhanced security features within days of deployment. This prompt action led to immediate 
improvements in the agency's cybersecurity measures, in line with the Essential Eight's 
goals. The swift and effective implementation underscored oobe's capacity to provide rapid 
cybersecurity enhancements, facilitating the agency's progression towards the mandated 
maturity level.

Conclusion

Looking ahead

Following the successful introduction of Perimeta for 365, discussions have initiated about 
adopting Macrosine in the upcoming year. This conversation highlights the continued 
dedication to advancing cybersecurity strategies, reflecting a proactive stance in addressing 
digital landscape complexities.

Through oobe's intervention and the deployment of Perimeta for 365, substantial progress 
was made in fortifying the cybersecurity framework of a key public sector agency. oobe 
remains committed to supporting organisations on their path to cybersecurity excellence 
with tailored, cutting-edge solutions.
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